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1. Dicussion
[bookmark: _Toc519004414]Technical Issue 1. DNS traffic routing between the UE and the V-EASDF
Editor’s note: It is FFS how to route the DNS traffic between the UE and the V-EASDF where multiple DNN networks with the same IP address range are deployed in different HPLMNs or in the same HPLMN


Figure 1. DNS traffic routing between the UE and V-EASDF. (Problem)
V-EASDF can not identify DNS Query matching the UE IP context in the step (2) in the Figure 1.
Local UPF can not identify the recipeient UE of DNS Response messge from V-EASDF in the step (5) of the Figure 1.








Proposal A. It is proposed to separate the local part of DN corresponding to the HPLMN DN.
An example configuration for solving the issue by separating the local part of DN corresponding to the HPLMN DN is illustrated in the Figure 2. In the example, the HPLMN DN A and HPLMN DN B can have the same IP address range. UE(s) belonging to the HPLMN’s data network A and the UE(s) beloinging to the HPLMN data network B are also connected to the same UPF in the VPLMN.


Figure 2. Separating the local DN corresponding to HPLMN DN (Proposal A)
In this proposal, the V-SMF selects the V-UPF that is composed of the ULCL/BP UPF and Local UPF (for routing the DNS traffic to V-EASDF) as illustrated in the Figure 1. 
To route the DNS traffic between the UE and the V-EASDF where the DN’s IPv4 address ranges are overlapping over two or more DNs, the V-SMF may separate local part of DN by selecting different Local UPF based on the DNN, S-NSSAI, HPLMN ID and ID Domain provided as well as VPLMN specific offloading configuration (i.e. IP ranges or FQDN range) provided by the H-SMF.

Proposal B. It is proposed to apply N6 routing tunnel between the L-UPF and V-EASDF.
An example configuration is the same as the Figure 2, the solution of the proposal B is to make a N6 routing tunnel between the Local UPF and the V-EASDF for routing DNS traffic between the UE and the V-EASDF.



Figure 2. A proposal to use the per-UE N6 routing tunnel between the L-UPF and V-EASDF
To route the DNS traffic between the UE and the V-EASDF where the DN’s IPv4 address ranges are overlapping over two or more DNs, The V-SMF may use N6 tunnel between the local UPF and V-EASDF. If the V-SMF determines to use N6 tunnel, the V-SMF configures the N6 tunnel between the Local UPF and the V-EASDF after receiving the VPLMN specific offloading configuration from H-SMF. The V-SMF sends N6 routing information to the local UPF with N4 update. The V-SMF sends N6 routing information to the V-EASDF with DNSContext creation/update.

Proposal 1. It is proposed to specify the proposal A and Proposal B in the specifications.

Technical Issue 2. Where the H-PCF retrives the VPLMN roaming offloding policy (i.e. UDM vs. PCF)
[bookmark: _Hlk124931607]Editor's note:	It is FFS whether VPLMN specific offloading policy are received from the UDM and/or from H-PCF
With considering the various deployment scenarios of HPLMN. The PLMN may not deploy the PCC, which can rely on the subscription data from the UDM. 
PCF is prefereable because the policy-based solution can be extended to provide more policy information based in the future release(s) and can also be used in dynamic ways (e.g. for location change or PLMN change. 
Also, we don’t see yet any technical problem if the specification allows either one UDM approach or PCF approach or both, even co-existence cases for both and we can specify the both and leave it for the deployment choise.
Proposal 2. PCF solution is preferable due to its extensibility and dynamic update, but we didn’t identify any technical problem of supporting both cases (i.e. UDM and PCF)

Technical Issue 3. The detailed information of VPLMN specific offloading policy.
Editor's note:	The detailed information (e.g. FQDN range, IP range, AMBR for the local part of DN or charging policy) of VPLMN specific offloading policy is FFS.
With considering the fact that use cases for HR-SBO scenario are not fully discussed yet, it is proposed to specify the example information (e.g. FQDN range, IP range and Session AMBR for Local part of DN in VPLMN) as in the editor’s note in this release. If it is agreed to specify the PCF-based approach, the further PDU Session related policy for HR-SBO such as usage monitoring report can be further defined in later release. The PCF-based approach is proposed in [S2-2300159].
Proposal 3. It is proposed that VPLMN policy includes FQDN range, IP range, AMBR for the local part of DN in this release and further extend the policy per use cases in the future release once PCF approach is supported.

Technical Issue 4. EAS re-discovery procedure
Editor’s Note:	It is FFS how EAS re-discovery procedure for HR-SBO roaming scenario is performed.
EAS re-discovery procedure was approved [S2-2301400] in SA2#154AHE meeting, it is proposed just to delete this EN.
Proposal 4. It is proposed to just remove this EN.

Technical Issue 5. EAS re-discovery procedure
Editor’s Note:	It is FFS if and how DNS with security (i.e, DNSSEC, DoT and DoH) can be supported when using IP replacement (4C).
Proposal 5. It is proposed to remove it from 6.7.2.2 and Move this EN to 6.7.2.5

Technical Issue 6. DNS traffic routing between the V-EASDF and HPLMN DNS server.
Editor’s Note: It is FFS how to route the DNS traffic between the V-EASDF and HPLMN DNS server when the HPLMN DNS is deployed in a private IP address range.
It is up to the deployment issue how to configure the routing between the V-EASDF and HPLMN. A node level routing tunnel can be used between the UPF in VPLMN and the UPF in HPLMN based on the service level agreement, however it is not per-UE operation, therefore, it doesn’t have to be specified in the specifications.


Proposal 6. The DNS traffic routing between the V-EASDF and HPLMN DNS is out of scope. It is proposed just to delete the editor’s note.

Technical Issue 7. IP replacement with DNS security.
Editor's note: It is FFS if and how DNS with security (i.e, DNSSEC, DoT and DoH) can be supported when using IP replacement (bullet b above).
The solution with replacing the destination IP address of DNS traffic won’t work with DNS security. If DNS security is used, the solution shall not be used.
Proposal 7. The V-SMF shall use the bullet b mechanism if DNS with security (i.e. DNSSEC, DoT and DoH) is used.

Technical Issue 8. VPLMN specific offloading configuration from H-SMF to V-SMF
Editor’s note: It is FFS whether and how information to steer traffic offload received by H-SMF in PCC rule is transferred to the VPLMN
According to the TS 23.503, the SMF receives the PDU Session related policy and PCC rules from the PCF.
The existing PDU Session related policy and PCC rules are for the home routed session is for H-SMF to enforce. The additional VPLMN specific offloading policy should be defined a new information elements per VPLMN. In this release, it is proposed to add the following information as part of the PDU Session related policy information.
· VPLMN specific offloading configuration for the local part of the DN: IP ranges, FQDN ranges
· Session AMBR for the local part of DN in VPLMN
The H-SMF sends the VPLMN specific offloading information to the V-SMF as described in the step 2 of the Figure 6.7.2.2-1 in the agreed CR0084 for TS 23.548 [S2-2301396] and CR 0376 for TS 23.502 for TS 23.502.
Proposal 8. It is proposed to clarify that the V-SMF use the VPLMN specific offloading information from H-SMF to steer traffic in VPLMN.
Technical Issue 9. QoS rule from HPLMN to control local PSA
Editor’s note: How to retrieve QoS rule from HPLMN to control local PSA is FFS
In this release, no PCC rules for VPLMN is proposed, and can be included in the next release.
Proposal 9. It is proposed to clarify that no PCC rules for VPLMN is supported in this release, but the PDU Session related parameters such as PDU Session AMBR for local part of DN is delivered to the V-SMF as a part of VPLMN specific offloading information.

2. Summary of proposals 
The table shows the summary of proposals per editor’s notes.
Table 1. summary of proposals
	No
	Clause
	Editor’s Note
	Samsung Proposal

	1
	6.7.2.2

	It is FFS how to route the DNS traffic between the UE and the V-EASDF where multiple DNN networks with the same IP address range are deployed in different HPLMNs or in the same HPLMN
	A. It is proposed to separate the local part of DN corresponding to the HPLMN DN.
B. It is proposed to apply N6 routing tunnel between the L-UPF and V-EASDF.
Proposal 1. It is proposed to specify the proposal A and Proposal B in the specifications.

	2
	6.7.2.2

	It is FFS whether VPLMN specific offloading policy are received from the UDM and/or from H-PCF
	Proposal 2. PCF solution is preferable due to its extensibility and dynamic update, but we didn’t identify any technical problem of supporting both cases (i.e. UDM and PCF), therefore we can specify both approaches.

	3
	6.7.2.2

	The detailed information (e.g. FQDN range, IP range, AMBR for the local part of DN or charging policy) of VPLMN specific offloading policy is FFS.
	Proposal 3. It is proposed that VPLMN policy includes FQDN range, IP range, AMBR for the local part of DN in this release and further extend the policy per use cases in the future release once PCF approach is supported.

	4
	6.7.2.2

	It is FFS how EAS re-discovery procedure for HR-SBO roaming scenario is performed.
	Propose 4. Remove it from 6.7.2.2
(since it was solved by S2-2301400 last meeting)

	5
	6.7.2.2

	It is FFS if and how DNS with security (i.e, DNSSEC, DoT and DoH) can be supported when using IP replacement (4C).
	Propose 5. Remove it from 6.7.2.2 and Move this EN to 6.7.2.5

	6
	6.7.2.3

	It is FFS how to route the DNS traffic between the V-EASDF and HPLMN DNS server when the HPLMN DNS is deployed in a private IP address range.
	Proposal 6. The DNS traffic routing between the V-EASDF and HPLMN DNS is out of scope. It is proposed just to delete the editor’s note.

	7
	6.7.2.3
	It is FFS if and how DNS with security (i.e, DNSSEC, DoT and DoH) can be supported when using IP replacement (bullet b above).
	Proposal 7. It is proposed to clarify that the V-SMF use not the VPLMN specific offloading policy from H-SMF to steer traffic in VPLMN.

	8
	6.7.2.3

	It is FFS whether and how information to steer traffic offload received by H-SMF in PCC rule is transferred to the VPLMN
	Proposal 8. It is proposed to clarify that the V-SMF use the VPLMN specific offloading policy from H-SMF to steer traffic in VPLMN.

	9
	6.7.2.3

	How to retrieve QoS rule from HPLMN to control local PSA is FFS
	Proposal 9. It is proposed to clarify that no PCC rules for VPLMN is supported in this release, but the PDU Session related parameters such as PDU Session AMBR for local part of DN is delivered to the V-SMF as a part of VPLMN specific offloading information.
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